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	Reason for change:
	The xBDT WID (SP-180509) includes 4 objectives :
· 1)The existing URSP framework will be used for delivery of policy information related to background data transfer from 5G core network to the UE.

· 2)The policy information content will define time window and location criteria that need to be met for background data transfer.

· 3)How and when the PCF activates/disbributes the policies related with background data transfer to the UEs will be defined.

· 4)There is a single dedicated PDU Session that is used for background data transfer which is established and released based on the background data transfer policies.
To resolve 1) there are 2 options:
· Option 1 Extend URSP rule to include Background Data Transfer policy information

· Option 2 Define a standalone Background Data Transfer Policy Rule
Since the Background Data Transfer Policy is applied to the AF session that can be identified by one of the traffic descriptor used for URSP, the URSP and the Background Data Transfer Policy Rule may share the same traffic descriptor, then extending URSP to include Background Data Transfer Policy can reduce the size of the UE policy when they are provided together, thus the N1 signaling can be reduced. For application traffic subject to BDT, in many cases the URSP and BDT policy are provided together, e.g. when AF is about to start the traffic transfer, it triggers PCF to deliver all the required policy. In addition, to fulfill objective 4), when associating applications to PDU Sessions, the UE needs to consider both URSP and the Background Data Transfer Policy, then it is easier for the UE to perform PDU session association. Hence, Option 1 is preferred, and Option 1 also allows to transfer URSP and BDTP separately.
To resolve Objective 3), it is proposed to reuse the URSP delivery mechanism and the BDT policy delivery is triggered by the AF when it decides that the UE can start to transfer UL data.
To resolve Objective 4), 
To fulfill what is required in Objective 4), for the same [DNN, S-NSSAI, SSC mode, PDU Session Type Selection, Access Type], there may be 2 PDU sessions, one for BDT and one for non-BDT, and the UE can only select the one subject to BDT control if BDT control is required for the AF session, however, there’s no such restriction in DL for the same AF session. Hence, in a [DNN, S-NSSAI], the same AF session may be bound to 2 different PDU sessions in UL and in DL. However, the AF usually expect to have a single PDU session for both UL and DL to reduce the complexity of its service logic. To achieve that, BDT indicator is introduced as an attribute of the PDU session to allow either the UE or the PCF to bind the AF session to the same PDU session. In that way, the total number of PDU sessions per UE can be reduced.
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FIRST CHANGE
6.1.2.4
Negotiation for future background data transfer

The AF may contact the PCF via the NEF (and Npcf_BDTPolicyControl_Create service operation) to request a time window and related conditions for future background data transfer.

NOTE 1:
The NEF may contact any PCF in the operator network.

The AF request shall contain an ASP identifier, the volume of data to be transferred per UE, the expected amount of UEs, the desired time window, the External Group Identifier and optionally, Network Area Information. The AF provides as Network Area Information either a geographical area (e.g. a civic address or shapes), or an area of interest that includes a list of TAs or list of NG-RAN nodes and/or a list of cell identifiers. When the AF provides a geographical area, then the NEF maps it based on local configuration into of a short list of TAs and/or NG-RAN nodes and/or cells identifiers that is provided to the PCF.
NOTE 2:
A 3rd party application server is typically not able to provide any specific network area information and if so, the AF request is for the whole operator network.
If the AF supports providing background data transfer policies to the UE, the AF request shall contain an indicator for delivering background data transfer policy to the UE and optionally the volume of data to be transferred per UE for uplink, desired time window for uplink and network area information for uplink.
The PCF shall first retrieve all existing background transfer policies stored for any ASP from the UDR. The PCF may retrieve analytics on "Network Performance" from NWDAF in the area where the UEs of this ASP are expected to be located at a certain time period. The "Network Performance" Analytics includes the tuple-(expected load in the area of interest, expected number of UEs of this ASP in the Area of Interest) following the procedure and services described in TS 23.288 [24]. Afterwards, the PCF shall determine, based on the information provided by the AF, the analytics on "Network Performance" if available and other available information (e.g. network policy and existing background transfer policies) one or more background transfer policies. The PCF may be configured to map the ASP identifier into a target DNN and slicing information (i.e. S-NSSAI).

A background transfer policy consists of a recommended time window for the background data transfer, a reference to a charging rate for this time window and optionally a maximum aggregated bitrate (indicating that the charging according to the referenced charging rate is only applicable for the aggregated traffic of all involved UEs that stays below this value). Finally, the PCF shall provide the candidate list of background transfer policies or the selected background transfer policy to the AF via NEF together with the Background Data Transfer reference ID. If the AF received more than one background transfer policy, the AF shall select one of them and inform the PCF about the selected background transfer policy.

NOTE 3:
The maximum aggregated bitrate (optionally provided in a background transfer policy) is not enforced in the network. The operator may apply offline CDRs processing (e.g. combining the accounted volume of the involved UEs for the time window) to determine whether the maximum aggregated bitrate for the set of UEs was exceeded by the ASP and charge the excess traffic differently.

NOTE 4:
It is assumed that the 3rd party application server is configured to understand the reference to a charging rate based on the agreement with the operator.

The selected background transfer policy is finally stored by the PCF in the UDR together with the Background Data Transfer reference ID and the network area information. The same or a different PCF can retrieve this background transfer policy and the corresponding Area of Interest from the UDR and take them into account for future decisions about background transfer policies for background data related to the same or other ASPs.

At the time the background data transfer for downlink and/or for uplink is about to start, the AF provides for each UE the Background Data Transfer reference ID together with the AF session information to the PCF (via the N5 interface). The PCF retrieves the corresponding background transfer policy from the UDR and derives the PCC rules for the background data transfer according to this transfer policy.

NOTE 5:
The AF will typically contact the PCF for the individual UEs to request sponsored connectivity for the background data transfer.

NOTE 6:
A transfer policy is only valid until the end of its time window. The removal of outdated transfer policies from the UDR is up to implementation.

When the PCF knows that the network performance in the area of interest goes below the criteria set by the operator from the NWDAF as described in TS 23.288 [24], the PCF retrieves all the background transfer policies from the UDR. The PCF sends the notification to the AF, which adopted the affected background transfer policy, through the NEF.

Editor's note:
Which information is notified to AF is FFS.

NOTE 7:
After the AF receives the notification, the AF may renegotiate the background data transfer policy with the PCF. This is beneficial to improve the quality of background data traffic.
NEXT CHANGE
6.1.3.2.2
Session binding

Session binding is the association of the AF session information to one and only one PDU Session. The PCF shall perform the session binding, which may take the following PDU Session parameters into account:

a)
For an IP type PDU Session, the UE IPv4 address and/or IPv6 network prefix;


For an Ethernet type PDU Session, the UE MAC address(es);

b)
The UE identity (e.g. SUPI), if present;

c)
The information about the Data Network (DN) the user is accessing, i.e. DNN, if present.
d)  The information about the network slice instance, i.e. S-NSSAI and NSI ID if present.
e)  The information about the session and service continuity mode, i.e. SSC Mode

f)  The information about data transfer mode, i.e. BDT indicator
Once it has determined the impacted PDU Session, the PCF shall identify the PCC rules affected by the AF session information, including new PCC rules to be installed and existing PCC rules to be modified or removed.

Session Binding applies for PDU Sessions of IP type. It may also apply to Ethernet PDU Session type but only when especially allowed by PCC related Policy Control Request triggers. In the case of Ethernet PDU Session type, session binding does not apply to AF requests sent over Rx.
NEXT CHANGE
6.2.1.6
Application specific policy information management
The application specific information used for policy control includes:

-
Negotiation of background data transfer information stored in the UDR as Data Set "Policy Data" and Data Subset "Background Data Transfer data": It contains an ASP identifier, uplink and downlinktransfer policies together with the Background Data Transfer reference ID, the volume of data to be transferred per UE for uplink and downlink, the expected amount of UEs and optionally, the network area information;

-
Sponsored data connectivity profile information stored in the UDR as Data Set "Policy Data" and Data Subset "Sponsored data connectivity profile data": It contains a list of ASP identifiers and their applications per sponsor identity;

-
Application Function request information for multiple UEs (per group of UEs or all UEs) stored in the UDR as Data Set "Application Data" and Data Subset "AF request information for multiple UEs".

The application specific policy information may be requested/updated by the PCF per AF request.

The management of Application Function request information for multiple UEs is defined in clause 6.3.7.2 of TS 23.501 [2], the management of policies for the negotiation of background data transfer is defined in clause 6.1.2.4 of this specification and the provision and usage of sponsored data connectivity profile is defined in clause 6.2.1.1 of this specification.
NEXT CHANGE
6.6.2
UE Route Selection Policy information
6.6.2.1
Structure Description

The UE Route Selection Policy (URSP) includes a prioritized list of URSP rules.

Table 6.6.2.1-1: UE Route Selection Policy

	Information name
	Description
	Category
	PCF permitted to modify in a URSP
	Scope

	URSP rules
	1 or more URSP rules as specified in table 6.6.2.1-2
	Mandatory
	Yes
	UE context


The structure of the URSP rules is described in Table 6.6.2.1-2 and Table 6.6.2.1-3.
Table 6.6.2.1-2: UE Route Selection Policy Rule

	Information name
	Description
	Category
	PCF permitted to modify in a UE context
	Scope

	Rule Precedence
	Determines the order the URSP rule is enforced in the UE.
	Mandatory
(NOTE 1)
	Yes
	UE context

	Traffic descriptor
	This part defines the Traffic descriptor components for the URSP rule.
	Mandatory
(NOTE 3)
	
	

	Application  descriptors
	It consists of OSId and OSAppId(s). (NOTE 2)
	Optional
	Yes
	UE context

	IP descriptors
(NOTE 5)
	Destination IP 3 tuple(s) (IP address or IPv6 network prefix, port number, protocol ID of the protocol above IP).
	Optional
	Yes
	UE context

	Domain descriptors
	Destination FQDN(s)
	Optional
	Yes
	UE context

	Non-IP descriptors
(NOTE 5)
	Descriptor(s) for destination information of non-IP traffic
	Optional
	Yes
	UE context

	DNN
	This is matched against the DNN information provided by the application.
	Optional
	Yes
	UE context

	Connection Capabilities
	This is matched against the information provided by a UE application when it requests a network connection with certain capabilities. (NOTE 4)
	Optional
	Yes
	UE context

	List of Route Selection Descriptors (NOTE 6)
	A list of Route Selection Descriptors. The components of a Route Selection Descriptor are described in table 6.6.2.1-3.
	Mandatory
	
	

	UE Background Data Transfer Policy (NOTE 6)
	The components of a Background Data Transfer Policy are described in table 6.6.3-1.
	Optional
	Yes
	UE context

	NOTE 1:
Rules in a URSP shall have different precedence values.
NOTE 2:
The information is used to identify the Application(s) that is(are) running on the UE's OS. The OSId does not include an OS version number. The OSAppId does not include a version number for the application.
NOTE 3:
At least one of the Traffic descriptor components shall be present.

NOTE 4:
The format and some values of Connection Capabilities, e.g. "ims", "mms", "internet", etc., are defined in TS 24.526 [19]. More than one connection capabilities value can be provided.
NOTE 5:
A URSP rule cannot contain the combination of the Traffic descriptor components IP descriptors and Non-IP descriptors.
NOTE 6:
A URSP rule may contain only the RSD list or Background Data Transfer Policy or both. 


Table 6.6.2.1-3: Route Selection Descriptor

	Information name
	Description
	Category
	PCF permitted to modify in URSP
	Scope

	Route Selection Descriptor Precedence 
	Determines the order in which the Route Selection Descriptors are to be applied. 
	Mandatory
(NOTE 1)
	Yes
	UE context

	Route selection components
	This part defines the route selection components
	Mandatory
(NOTE 2)
	
	

	SSC Mode Selection
	One single value of SSC mode.
(NOTE 5)
	Optional
	Yes
	UE context

	Network Slice Selection
	Either a single value or a list of values of S-NSSAI(s).
	Optional
(NOTE 3)
	Yes
	UE context

	DNN Selection
	Either a single value or a list of values of DNN(s).
	Optional
	Yes
	UE context

	PDU Session Type Selection
	One single value of PDU Session Type
	Optional
	Yes
	UE context

	Non-Seamless Offload indication
	Indicates if the traffic of the matching application is to be offloaded to non-3GPP access outside of a PDU Session.
	Optional

(NOTE 4)
	Yes
	UE context

	Access Type preference
	Indicates the preferred Access Type (3GPP or non-3GPP or Multi-Access) when the UE establishes a PDU Session for the matching application.
	Optional
	Yes
	UE context

	NOTE 1:
Every Route Selection Descriptor in the list shall have a different precedence value.

NOTE 2:
At least one of the route selection components shall be present.

NOTE 3:
When the Subscription Information contains only one S-NSSAI in UDR, the PCF needs not provision the UE with S-NSSAI in the Network Slice Selection information. The "match all" URSP rule has one S-NSSAI at most.
NOTE 4:
If this indication is present in a Route Selection Descriptor, no other components shall be included in the Route Selection Descriptor.
NOTE 5:
The SSC Mode 3 shall only be used when the PDU Session Type is IP.


Each URSP rule contains a Traffic descriptor (containing one or more components described in Table 6.6.2.1-2) that determines when the rule is applicable. A URSP rule is determined to be applicable when every component in the Traffic descriptor matches the corresponding information from the application. A URSP rule is determined not to be applicable when for any given component in the Traffic descriptor:

-
No corresponding information from the application is available; or

-
The corresponding information from the application does not match any of the values in the Traffic descriptor component.

NOTE 1:
It is recommended to avoid listing more than two components in the Traffic descriptor of a URSP rule. 
If a URSP rule is provided that contains a Traffic descriptor with two or more components, it is recommended to also provide URSP rule(s) with lower precedence and a Traffic descriptor with less components, in order to increase the likelihood of URSP rule matching for a particular application.

Each URSP rule contains a list of Route Selection Descriptors containing one or multiple Route Selection Descriptors each having a different Route Selection Descriptor Precedence value. A Route Selection Descriptor contains one or more of the following components:

-
Session and Service Continuity (SSC) Mode: Indicates that the traffic of the matching application shall be routed via a PDU Session supporting the included SSC Mode.
-
Network Slice Selection: Indicates that the traffic of the matching application shall be routed via a PDU Session supporting any of the included S-NSSAIs, see clause 5.15.4 in TS 23.501 [2]. It includes one or more S-NSSAI(s).
-
DNN Selection: Indicates that the traffic of the matching application shall be routed via a PDU Session supporting any of the included DNNs. It includes one or more DNN(s). When DNN is used in Traffic descriptor, corresponding Route Selection Descriptor of the rule shall not include DNN Selection component.
-
PDU Session Type Selection: Indicates that the traffic of matching application shall be routed via a PDU session supporting the included PDU Session Type. The possible PDU Session Types are defined in clause 5.6.10 in TS 23.501 [2].

-
Non-Seamless Offload indication: Indicates that traffic of the matching application is to be offloaded to non-3GPP access outside of a PDU Session when the rule is applied. If this component is present in a Route Selection Descriptor, no other components shall be included in the Route Selection Descriptor.
-
Access Type Preference: If the UE needs to establish a PDU Session when the rule is applied, this indicates the Access Type (3GPP or non-3GPP or multi-access) on which the PDU Session should be established. The type "Multi-Access" indicates that the PDU Session should be established as a MA PDU Session, using both 3GPP access and non-3GPP access.
NOTE 2:
The structure of the URSP does not define how the PCF splits the URSP when URSP cannot be delivered to the UE in a single NAS message.

NOTE 3:
It is expected that UE applications will not be able to change or override the PDU Session parameters in the URSP rules. A UE application can express preferences when it requests a network connection (e.g. certain Connection Capabilities), which can be mapped into specific PDU Session parameters by the URSP rules.

In the case of network rejection of the PDU Session Establishment Request, the UE may trigger a new PDU Session establishment based on the rejection cause and the URSP policy.

When the PCF provisions URSP rules to the UE, one URSP rule with a "match all" Traffic descriptor may be included.

NOTE 4:
When URSP rules containing NSSP are available to the UE and the URSP rule with the "match all" Traffic descriptor is not part of them, a UE application that has no matching URSP rule and no UE Local Configuration cannot request a network connection.
The URSP rule with the "match all" Traffic descriptor is used to route the traffic of applications which do not match any other URSP rules and shall therefore be evaluated as the last URSP rule, i.e. with lowest priority. There shall be only one Route Selection Descriptor in this URSP rule. The Route Selection Descriptor in this URSP rule includes at most one value for each Route Selection Component.
NOTE 5:
How to set the URSP rule with the "match all" Traffic descriptor as the URSP rule with lowest priority is defined in TS 24.526 [19].

6.6.2.2
Configuration and Provision of URSP

The UE may be provisioned with URSP rules by PCF of the HPLMN. When the UE is roaming, the PCF in the HPLMN may update the URSP rule in the UE. In addition, the UE may be also pre-configured with URSP rules (e.g. by the operator).

Only the URSP rules provisioned by the PCF is used by the UE, if both URSP rules provisioned by the PCF and pre-configured URSP rules are present.

6.6.2.3
UE procedure for associating applications to PDU Sessions based on URSP

For every newly detected application the UE evaluates the URSP rules in the order of Rule Precedence and determines if the application is matching the Traffic descriptor of any URSP rule.

When a URSP rule is determined to be applicable for a given application (see clause 6.6.2.1), the UE shall select a Route Selection Descriptor within this URSP rule in the order of the Route Selection Descriptor Precedence.

When a valid Route Selection Descriptor is found, the UE determines if there is an existing PDU Session that matches all components in the selected Route Selection Descriptor. The UE compares the components of the selected Route Selection Descriptor with the existing PDU Session(s) as follows:

-
For a component which only contains one value (e.g. SSC mode), the value of the PDU Session has to be identical to the value specified in the Route Selection Descriptor.

-
For a component which contains a list of values (e.g. Network Slice Selection), the value of the PDU Session has to be identical to one of the values specified in the Route Selection Descriptor.

-
When some component(s) is not present in the Route Selection Descriptor, a PDU session is considered matching only if it was established without including the missing component(s) in the PDU Session Establishement Request.

If UE Background Data Transfer Policy is contained in the URSP, the UE shall consider if any existing PDU session can transfer data based on the UE Background Data Transfer Policy while performing the matching.

When a matching PDU Session exists the UE associates the application to the existing PDU Session, i.e. route the traffic of the detected application on this PDU Session.
If the UE determines that there is more than one existing PDU Session which matches (e.g. the selected Route Selection Descriptor only specifies the Network Slice Selection, while there are multiple existing PDU Sessions matching the Network Slice Selection with different DNNs), it is up to UE implementation to select one of them to use.

NOTE:
When more than one PDU sessions of SSC mode 3 to the same DNN and S-NSSAI exist due to PDU Session anchor change procedure as described in clause 4.3.5.2 of TS 23.502 [3], the UE can take the PDU Session Address Lifetime value into account when selecting the PDU Session.

If none of the existing PDU Sessions matches, the UE tries to establish a new PDU Session using the values specified by the selected Route Selection Descriptor. If UE Background Data Transfer Policy is contained in the URSP, the UE shall include in the PDU Session Establishment request a Background Data Transfer indicator. If the PDU Session Establishment Request is accepted, the UE associates the application to this new PDU Session. If the PDU Session Establishment Request is rejected, based on the rejection cause, the UE selects another combination of values in the currently selected Route Selection Descriptor if any other value for the rejected component in the same Route Selection Description can be used. Otherwise, the UE selects the next Route Selection Descriptor in the order of the Route Selection Descriptor Precedence, if any. If the UE fails to establish a PDU session with any of the Route Selection Descriptors, it tries other URSP rules in the order of Rule Precedences with matching Traffic descriptors, except the URSP rule with the "match-all" Traffic descriptor, if any. The UE shall not use the UE Local Configuration in this case.

The UE receives the updated URSP rules and (re-)evaluates their validities in a timely manner when certain conditions are met, for example:

-
the URSP is updated by the PCF;

-
the UE moves from EPC to 5GC;

-
change of Allowed NSSAI or Configured NSSAI;

-
change of LADN DNN availability;

-
UE registers over 3GPP or non-3GPP access;

-
UE establishes connection to a WLAN access.

Details of the conditions are defined by TS 24.526 [19].

The Route Selection Descriptor of a URSP rule shall be only considered valid if all of the following conditions are fulfilled:

-
If any S-NSSAI(s) is present, the S-NSSAI(s) is in the Allowed NSSAI.
-
If any DNN is present and the DNN is an LADN DNN, the UE is in the area of availability of this LADN.

-
If Access Type preference is present and set to Multi-Access, the UE supports ATSSS.

If a matching URSP rule has no valid RSD, the UE tries other URSP rules in the order of Rule Precedences with matching Traffic descriptors, except the URSP rule with "match-all" Traffic descriptor. The UE shall not use the UE Local Configuration in this case.

When URSP rules are updated or their validity according to the conditions above change, the association of existing applications to PDU Sessions may need to be re-evaluated. The UE may also re-evaluate the application to PDU Session association due to the following reasons:

-
periodic re-evaluation based on UE implementation;

-
an existing PDU Session that is used for routing traffic of an application based on a URSP rule is released.
If the re-evaluation leads to a change of the application to PDU Session association, e.g. the application is to be associated with another PDU session or a new PDU session needs to be established, the UE may enforce such changes in a timely manner based on implementation.

If the selected Route Selection Descriptor contains a Non-Seamless Offload indication and the UE has established a connection to a WLAN access, the UE routes the traffic matching the Traffic descriptor of the URSP rule via the WLAN access outside of a PDU session.
NEXT CHANGE
6.6.3
UE Background Data Transfer Policy information
The UE Background Data Transfer Policy information is contained in a URSP rule as defined in clause 6.6.2.1. 
The components of UE Background Data Transfer Policy are described in Table 6.6.3-1.
Table 6.6.3-1: UE Background Data Transfer Policy
	Information name
	Description
	Category
	PCF permitted to modify in URSP
	Scope

	Volume of data to be transferred per UE for uplink
	The total volume of data that can be transferred within the time window and the network area for the AF session identified by the traffic descriptor.
	Optional
	Yes
	UE context

	Desired time window for uplink 
	The time window in which the UE is allowed to transfer uplink data for the AF session identified by the traffic descriptor.
	Optional


	Yes
	UE context

	Network area information for uplink
	The network area, as descripbed in clause 6.1.2.4, in which the UE is allowed to transfer uplink data for the AF session identified by the traffic descriptor.
	Optional
	Yes
	UE context


Volume of data to be transferred per UE for uplink is the total volume of data that can be transferred within the time window and the network area for the AF session identified by the traffic descriptor. If this attribute is present, the UE shall stop the data transfer for the matching traffic when the total volum is over the value.
Desired time window for uplink is the time window in which the UE is allowed to transfer uplink data for the AF session identified by the traffic descriptor. If this attribute is present, the UE shall only transfer the data for the matching traffic within the time window.
Network area information for uplink is the network area in which the UE is allowed to transfer uplink data for the AF session identified by the traffic descriptor. If this attribute is present, the UE shall only transfer the data for the matching traffic within this area.
UE associates the applications requiring background data transfer control according to the procedure defined in clause 6.6.2.3. 
END OF CHANGES

